**Ответственность за дистанционное мошенничество**

Развитие технологий породило и новые способы совершения преступлений, и немалое распространение получило так называемое «дистанционное мошенничество». С каждым последующим годом совершенствуются схемы, разработанные мошенниками, которые становятся все более изощренными. Мошенники умело используют всю доступную информацию и технологии, а кроме того, разбираются в психологии людей, вынуждая жертву раскрывать всю информацию о себе либо совершать те или иные действия, используют человеческие слабости и чувства в своих корыстных интересах.

Противостоять мошенникам возможно лишь повышенной бдительностью, внимательностью и здравомыслием.

В последние годы наибольшее распространение получили такие способы мошенничества как:

• блокировка карты (подозрительные операции);

• продажа товаров на интернет-площадках и в фейковых интернет-магазинах со звонком подставного менеджера;

• компенсация за ранее приобретенные медицинские препараты (БАДы);

• выигрыши в лотерею;

• несчастный случай с близкими родственниками (знакомыми);

• взламывание страниц социальных сетей, рассылка сообщений с просьбой одолжить денежные средства от имени пользователя его друзьям, родственникам, знакомым.

В соответствии с Уголовным кодексом Российской Федерации, мошенничество – хищение чужого имущества или приобретение права на указанное имущество путем обмана или злоупотребления доверием (статья 159 УК РФ).

В зависимости от тяжести совершенного преступления санкция статьи 159 УК РФ предусматривает наказание в виде лишения свободы на срок до десяти лет со штрафом в размере до одного миллиона рублей или в размере заработной платы или иного дохода осужденного за период до трех лет либо без такового и с ограничением свободы на срок до двух лет либо без такового.